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何謂 phishing scam (網絡釣魚詐騙)？ 
 

現今網上經常發生 phishing scams (網絡釣魚詐騙)。 

 

Phishing (網絡釣魚) 喺指詐騙犯冒充其他人，例如冒充值得信賴的人或公司進行詐騙。 

 

但點解會叫 phishing scams (網絡釣魚詐騙)呢？ 

 

因為騙徒會好似釣魚咁，向你提供好多好處嚟引誘你上鈎，從而獲取你嘅個人資料。 

 

佢地會假扮成政府職員進行 phishing scams (網絡釣魚詐騙)。佢地會聲稱你合資格獲得退款，或謊

稱你嘅帳號出現問題，然後向你提供一條進入假網站嘅超連結。 

 

而其中一種常見嘅詐騙方式喺製造一個假嘅 myGov 網站。 

 

依啲假嘅 myGov 網站會複製真網站嘅設計，例如使用相同嘅政府名稱、標誌同顏色等，令市民難

以辦別真假。 

 

如果你喺依啲假網站輸入你嘅個人資料，例如個人嘅 myGov 帳號密碼，騙徒就會利用你嘅資料登

入真正 myGov 網站，並且進入你已連接嘅服務。 

 

然後佢地就可以利用你嘅名義向政府索取款項或竊取你本應獲得的款項。 

 

依個行為稱為身份盜竊。 

 

如果想了解更多資訊，請瀏覽 servicesaustralia.gov.au/scams  

http://servicesaustralia.gov.au/scams
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What is a phishing scam? 
 
There are a lot of phishing scams around. 
 
Phishing is when a scammer pretends to be someone they're not, like a trusted person or 
company. 
 
But why are they called phishing scams? 
 
Just like using bait to catch a fish, scammers lure you in so they can catch your personal 
information. 
 
Phishing scams that pretend to be us might say you're eligible for a refund or there's a problem 
with your account with a link to a fake website. 
 
One trick they like to use is to make a fake myGov sign in website. 
 
Scammers make these fake myGov websites look real by copying our name, logo and colours, so 
it can be hard to spot the difference. 
 
If you click on the link and provide your information like your myGov sign in details, the scammer 
can use your details to sign into your real myGovaccount and access your linked services. 
 
Then they can claim government payments in your name or steal payments you were meant to get. 
 
This is called identity theft. 
 
For more information go to servicesaustralia.gov.au/scams 

http://servicesaustralia.gov.au/scams

